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The United States has strived to address digital inequities 
in the Internet economy through programs that combat 
the “digital divide.” But in the data economy, a number of 
social and economic inequities arise from a lack of data 
collection or use of data. These inequities—the “data 
divide”—require new policy solutions to ensure that all 
Americans are represented in data and can put it to use. 
To tackle this new challenge, policymakers face two 
starkly different options: Option A) hold back data 
collection and data-driven technologies until they are 
equitable for everyone; or option B) allow the data-driven 
technologies to prosper while working to increase access 
for everyone. To close the digital divide, U.S. policymakers 
have chosen option B. But for the data divide, many are 
flirting with option A, when they should be choosing 
option B. 

INTRODUCTION 
For the last decade, closing the digital divide, or the gap between those 
subscribing to broadband and those not subscribing, has been a top 
priority for policymakers. But high-speed Internet and computing device 
access are no longer the only barriers to fully participating and benefiting 
from the digital economy. Data is also increasingly essential, including in 
health care, financial services, and education. Like the digital divide, a gap 
has emerged between the data haves and the data have-nots, and this gap 
has introduced a new set of inequities: the data divide.  

Policymakers have put a great deal of effort into closing the digital divide, 
and there is now near-universal acceptance of the notion that obtaining 
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widespread Internet access generates social and economic benefits. But 
closing the data divide has received little attention. Moreover, efforts to 
improve data collection are typically overshadowed by privacy advocates’ 
warnings against collecting any data. In fact, unlike the digital divide, many 
ignore the data divide or argue that the way to close it is to collect vastly 
less data.1 But without substantial efforts to increase data representation 
and access, certain individuals and communities will be left behind in an 
increasingly data-driven world.  

This report describes the multipronged efforts needed to address digital 
inequity. For the digital divide, policymakers have expanded digital 
connectivity, increased digital literacy, and improved access to digital 
devices. For the data divide, policymakers should similarly take a holistic 
approach, including by balancing privacy and data innovation, increasing 
data collection efforts across a wide array of fronts, enhancing access to 
data, improving data quality, and improving data analytics efforts. Applying 
lessons from the digital divide to this new challenge will help policymakers 
design effective and efficient policy and create a more equitable and 
effective data economy for all Americans.  

The Need for a Data-Rich Society 
Data leads to better understanding and decision-making among 
individuals, businesses, and government. Individuals use data to make 
better decisions about everything from what they buy to how they plan for 
the future. Businesses use data to find new customers, automate 
processes, develop and improve products and services, and inform 
business decisions. Government agencies use data to cut costs, improve 
social services, and keep citizens safe. A data-rich society brings benefits 
in a broad range of areas, as shown in Table 1. To ensure all Americans 
receive these benefits, policymakers should commit to closing the 
data divide.  

Table 1: Ten examples of the benefits of data-driven innovation 

Domain Use Case 

Public Health 
The U.S. Centers for Disease Control uses social 
network analysis to better understand and stem the 
spread of communicable diseases. 

Education 
School teachers and administrators provide preemptive 
interventions for students at risk of falling behind with 
the help of predictive analytics. 

Transportation 
The city of Austin, Texas, uses real-time traffic data to 
time light changes, reduce congestion, and quantify 
emissions. 
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Domain Use Case 

Environment 
Scientific researchers use satellite images to monitor 
forming crevasses in glaciers and predict future rises in 
sea levels. 

Public Safety 

New York City’s Fire Department prioritizes inspections 
based on risk assessments derived from building data, 
which has resulted in the city reducing the number of 
annual fire deaths to the lowest since recordkeeping 
began in 1916. 

Retail 
User reviews on sites such as Amazon or Yelp help 
consumers discover the products and retailers they 
like best. 

Government 

The U.S. Securities and Exchange Commission analyzes 
reporting data from publicly traded companies to 
identify suspicious filings and inform fraud 
investigations. 

Energy Wind energy companies use complex weather models 
to determine the optimal locations for their turbines. 

Manufacturing Amazon uses predictive modeling on inventory data to 
coordinate manufacturing supply changes.  

POLICIES TO CLOSE THE DIGITAL DIVIDE 
State and federal agencies have been working for more than a decade to 
support the deployment of high-speed broadband. These efforts focus on 
three core areas: digital connectivity, digital skills, and digital devices. 
Fifteen federal agencies administer 133 programs to combat the digital 
divide.2 Some have broadband access as their main purpose, others as 
one purpose (of many), and others include broadband access as an 
ancillary purpose.  

Since the 1990s, concerns about gaps in access and use of the Internet 
and Internet-connected technologies has persisted in policy and scholarly 
discussions.3 Taking note of the vast benefits of broadband and potentially 
growing inequities, Congress directed the Federal Communications 
Commission (FCC) in 2009 to develop a national strategy to ensure all 
Americans have “access to broadband capability.”4 In 2010, the FCC 
released the National Broadband Plan to outline the ways government can 
influence the broadband ecosystem. This plan includes establishing 
policies for competition, innovation, and consumer welfare, along with 
policies concerning the allocation of the various infrastructure needed for 
broadband access. The National Broadband Plan also looks specifically at 



CENTER FOR DATA INNOVATION 4 

the importance of broadband to key sectors, such as education, health 
care, and government operations.5 

The telecommunications landscape has evolved significantly in the decade-
plus since the plan’s release. In 2010, roughly 65 percent of Americans 
subscribed to broadband.6 As of 2019, 90 percent of households 
subscribed.7 The understanding that enhanced broadband access serves 
the public interest was critical for this positive evolution. In a more recent 
effort to promote digital equity, the Lewis Latimer Plan for Digital Equity 
and Inclusion from the National Urban League, a nonpartisan civil rights 
organization, discusses the view that “digital exclusion compounds 
inequities for historically marginalized groups,” a view that the public and 
private sectors alike have adopted.8 The Latimer Plan stresses the 
importance of deploying networks everywhere, getting near-universal 
connectivity, and effectively utilizing networks to deliver essential services.  

The federal government has supported these goals, as evidenced by a 
major influx in investment for broadband programs. The 2021 
Infrastructure Investment and Jobs Act (IIJA), also referred to as the 
Bipartisan Infrastructure Law, is the largest investment in broadband 
deployment and adoption in U.S. history.9 The National 
Telecommunications and Information Administration (NTIA), the FCC, 
states, and other relevant agencies will oversee this funding. A 2022 
inventory of federal broadband programs by the Government Accountability 
Office details the supply of funding that exists for such programs—more 
than $48.9 billion for programs in which broadband is the main purpose.10 
That number even excludes new endeavors from 2020 and 2021 created 
by the CARES Act, Consolidated Appropriations Act of 2021, American 
Rescue Plan Act of 2021, the IIJA, and other relevant new programs.11 

The programs supported by this funding influx target digital connectivity, 
digital literacy, and devices. Many of the programs, particularly those 
created since 2020, include multiple focus areas, and most of them also 
include “affordability” in their descriptions.12 Including affordability in a 
program’s purpose means the program has a targeted scope to include 
low-income individuals and communities. Funding for affordability can 
come through discounts, reimbursements, or grant programs. (See 
appendix for more details on these programs.) 

POLICIES TO CLOSE THE DATA DIVIDE 
Just like the digital divide hinders certain populations from accessing 
broadband services, the data divide hinders certain populations from 
benefiting from data-driven services. But while the digital divide has 
received a large influx of funding and interest in recent years, few policy 
efforts have addressed the data divide.  

The divide between the data haves and data have-nots will continue to 
grow unless closing the data divide becomes a key policy priority for those 
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promoting digital equity. Because of a continued lack of equitable data 
collection, data-driven services do not benefit some individuals and 
communities. While the digital divide has received an abundance of 
support and resources from policymakers, data is still largely seen as a 
one-off input, rather than a core element of digital infrastructure.  

In 2014, the Center for Data Innovation first highlighted how individuals 
and communities lacking high-quality data are at risk of falling behind in an 
increasingly data-driven world.13 In the years since, the data economy has 
been developing at a fast pace, transforming classrooms and hospitals, 
and enabling better public safety and environmental monitoring. But a 
number of social and economic inequities can result from a lack of data 
collection or use of data, and these inequities—the data divide—mean that 
data-driven services don’t work for certain individuals and communities.14 
Despite the introduction of the Federal Data Strategy (FDS) to accelerate 
the use of data in the public interest, major data gaps remain, and updates 
on FDS implementation have been limited.15 Moreover, a 2022 Center for 
Data Innovation report finds that little progress has been made to close the 
data divide, with gaps affecting federal statistics and even entire data 
systems in health care, education, and financial services.16  

Closing the data divide will require a holistic approach that addresses a 
new set of challenges associated with the data economy. Policymakers 
should also investigate ways to bolster acceptance of collecting and 
sharing data for social good. Digital divide programs have succeeded in no 
small part because of the universal notion that broadband access is in the 
public interest. They should apply that same view to the data divide.  

Although there is no one-size-fits-all solution to overcoming digital 
inequities, crafting a policy response that addresses critical gaps in data 
quantity, data access, and data quality while reframing privacy policy 
debates is a strong start. First and foremost, policymakers need to rethink 
their concept of privacy and accept data as a fundamental enabler of 
social good. The United States needs more data, but that must go hand in 
hand with national data privacy legislation. Increasing data collection 
through better device distribution and usage will ensure that more 
Americans can reap the benefits of data-driven innovation. Eliminating 
data minimization clauses will also help ensure that no individual or 
community experiences data poverty. By enhancing access to data through 
data portability, open data policies, and open APIs, more communities will 
be able to participate in the data economy. Moreover, policymakers must 
think about increasing the representation of historically underserved 
groups.  

Create Data-Friendly Privacy Regulations 
Privacy activists routinely argue that collecting, sharing, and using personal 
data without affirmative consent violates an individual’s human rights. 
These activists ignore both individual and societal benefits from data. For 
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example, individuals can benefit from better health care if their doctors 
have better information about them and society can benefit from the 
development of more effective medical treatments when everyone 
contributes health data for research. But privacy activists argue that these 
collective benefits are secondary to individual privacy rights. As a result, 
privacy laws and regulations have an anti-data bias that impedes beneficial 
uses of data even in cases where there are minimal privacy risks but 
positive societal benefits. For example, U.S. federal privacy laws prevent 
government agencies from combining data about student loan recipients to 
help future borrowers understand their ability to pay back college loans.17  

Policymakers should reconsider privacy laws and regulations that may 
perpetuate the data divide.18 For example, in Illinois, the Biometric 
Information Privacy Act prohibits the collection of biometric data without 
first obtaining informed consent.19 To avoid running afoul of this law, 
companies have had to restrict consumers in the state from using popular 
products and services that use consumer data.20 Or consider how the 
Federal Privacy Act of 1974 and other regulations restrict the U.S. 
Department of Housing and Urban Development from reporting on-time 
rental payments to the credit bureaus without prior consent from the 
individual, even when reporting of rental history can enhance accurate 
reporting of credit scores for public housing tenants.21 

The European Union’s General Data Protection Regulation (GDPR) 
significantly limits the collection and use of personal data.22 For example, it 
requires firms to only collect the minimum amount of data necessary for a 
specific purpose and not use it for any other purposes without prior 
consent from the user.23 In effect, the GDPR prohibits firms from doing 
anything new and innovative with data. The GDPR also requires that firms 
undertake a privacy impact assessment for any “high-risk” data 
processing.24 These impact assessments require firms to evaluate the 
risks to an individual of the proposed data collection activities, the 
necessity of the collection, and mitigation measures to reduce risk.25 
Reflecting the GDPR’s prioritization of individual data privacy rights above 
personal or collective benefits, nowhere does the law require firms to also 
assess the benefits of the data collection activities, either to individuals or 
to society.  

Closing the data divide will require policymakers to look beyond narrow 
data privacy concerns to consider the myriad benefits of data collection 
and use for both organizations and individuals. Policymakers should avoid 
demonizing data collection and perpetuating stigmas surrounding data-
driven technologies, such as labeling it “surveillance technology.”26 Rather 
than design policies restricting data, policymakers should look for ways to 
expand its equitable collection and use. 
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Recommendation: Pass National Data Privacy Legislation That Balances 
Privacy and Data Use 
Congress should pass federal data privacy legislation that balances 
individuals’ privacy rights with data innovation. Ideally, a federal privacy law 
would establish basic consumer data rights, preempt state laws, ensure 
reliable enforcement, streamline regulation, and minimize the impact on 
innovation.27 One step in this direction is the American Data Privacy and 
Protection Act, a draft bipartisan bill released for public discussion in June 
2022 that would achieve many of these goals.28 Congress should pass a 
refined version of this bill rather than allow the patchwork of state data 
privacy laws to expand and further curtail the collection and use of data 
and thereby exacerbate the data divide. 

Recommendation: Establish Standards and Best Practices for Privacy-
Enhancing Technologies  
Privacy enhancing technologies (PETs) are tools that allow for data use 
while reducing data risks.29 PETs are one solution to the central data divide 
dilemma of balancing an increase in data collection and use while 
protecting individual privacy. Examples of PETs include secure multiparty 
computation (i.e., performing analysis on data held by different entities), 
de-identification of personal data (i.e., using statistical methods to 
anonymize personally identifiable data), and homomorphic encryption (i.e., 
performing mathematical operations on encrypted data).30 Advances in 
PETs, as well as greater adoption and acceptance of these technologies, 
can foster increased use of sensitive data in sectors such as health care 
and education. For example, increased use of PETs could allow medical 
researchers to accelerate data-driven drug development, creating 
lifesaving medicine. While some PETs, such as differential privacy, have 
gained greater recognition and acceptance among scholars and 
practitioners, others have not. The Census Bureau has partnered with the 
United Nations Privacy-Enhancing Technology Lab to pilot different privacy-
enhancing techniques. Establishing standards and best practices for PETs, 
including de-identification, would encourage greater use by all federal 
agencies, not just the Census.31 

Recommendation: Reform Federal Sectoral Privacy Laws 
Researchers need access to data, but sectoral privacy laws often limit data 
collection and sharing in fields such as education and health care.32 These 
laws can raise data collection costs, forcing researchers to make trade-
offs, such as looking at easier-to-reach populations for which it costs less 
to obtain consent to use their data. Policymakers should reform privacy 
laws such as the Health Insurance Portability and Accountability Act 
(HIPAA) to better enable data sharing for beneficial purposes, such as 
improving patient care and medical research.33 In education, the Family 
Educational Rights and Privacy Act (FERPA) and Higher Education Act 
govern access to educational data.34 Although FERPA only covers 
information that directly identifies students, most institutions operate 
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under an assumption that all educational data is FERPA record.35 Likewise, 
Congress prohibited the Department of Education from implementing a 
student-level database on higher educational outcomes under the Higher 
Education Act.36 In the future, sectoral privacy laws should not obstruct 
data, particularly in high-value cases.  

Create More Data 
A robust and equitable data economy is one in which most individuals live 
in data-rich environments. To build these environments, policymakers need 
to invest in programs that increase the amount of data collected by both 
the public and private sectors. Such programs should aim to increase the 
types of data collection devices used by individuals and communities and 
ensure that such distribution reaches traditionally underserved groups that 
stand to benefit the most. Data can propel economic growth and improve 
quality of life, but only if enough people can create, collect, and use it. 

Recommendation: Invest in Smart Cities 
Policymakers should invest in smart cities to improve data collection. 
Better data about communities can empower residents and civic leaders to 
make better decisions about local issues, such as crime and traffic. 
Sensors can automate data collection that cannot be easily or sufficiently 
collected manually. For example, air quality monitoring stations use smart 
sensors to collect continuous data points about the particulate matter in 
the air in real time.37 A cross-agency taskforce in the federal government 
should create a comprehensive national strategy for the Internet of Things 
(IoT) to ensure that local communities can take full advantage of the 
opportunities created by IoT-connected devices.38 Federal agencies, such 
as the Department of Transportation and the Department of Energy, should 
also fund research networks to develop smart cities solutions for urban 
challenges relating to things such as transportation and climate.39 City 
governments should also create pilot programs for various sensor-based 
data collection initiatives, such as gunshot detection systems and food 
quality monitoring.40  

Recommendation: Identify and Procure More Private-Sector Data 
Government demand for data can create a market that boosts the supply 
of data. Federal agencies should issue an annual request for information 
soliciting feedback on what private-sector datasets could add value to their 
respective missions. For example, the Food and Drug Administration 
should examine what private sector data is necessary for monitoring 
consumer goods inventory and supply chain status for the products for 
which it maintains oversight such as infant formula.41 The Office of 
Management and Budget should direct federal agencies to report on their 
use of private sector data as part of future annual action plans for 
complying with the FDS.42 Greater use of private-sector data is especially 
important for filling data gaps. 
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Recommendation: Create Opportunities to Share Data Across 
Organizations and Sectors 
Many organizations, including businesses, nonprofits, government 
agencies, and universities, do not share their data with others. Federal 
agencies should create data sharing partnerships to increase data sharing 
among different groups to address important problems within their 
mission, such as to better track the spread of infectious diseases, 
understand climate change, and detect shipments of counterfeit products. 
Federal agencies should experiment with different data sharing models, 
such as data consortiums and data trusts, to encourage participation. Data 
sharing partnerships use formalized agreements to break down silos and 
aggregate data to create more data available for use while protecting 
sensitive or confidential information. These types of agreements can 
empower communities to have greater control over how their third parties 
use their data.43 

Recommendation: Make It Easy for Americans to Donate Their Data 
Policymakers should make it easy for Americans to voluntarily contribute 
their sensitive, personal data to third parties. For example, although many 
Americans are willing to contribute their health data for use in medical 
research, few options exist for this type of donation. The Department of 
Health and Human Services should require all certifiable electronic health 
record systems to give patients the option to donate their data to third-
party medical research. Additionally, the Office of Science and Technology 
Policy (OSTP)  should search for other areas beyond health care where 
donating sensitive personal data may be useful and identify what types of 
technical and legal mechanisms can facilitate the process. Allowing people 
to donate their data empowers individuals and communities to address the 
data divide. 

Recommendation: Create Datasets for High-Value AI Use Cases 
The United States needs more data to build successful AI models. 
Policymakers should fund the creation of high-quality, application-specific 
datasets to accelerate the development of AI-enabled tools. Innovation in 
certain industries such as health care, education, and defense depend on 
robust and representative datasets. Likewise, representativeness in data is 
also critical to ensuring that data-driven services such as AI work for all 
individuals and communities. For example, the development of new drugs 
requires representative datasets to ensure the medicine correctly benefits 
all groups. Likewise, AI for autonomous defense systems need updated 
datasets to ensure optimization and accuracy. Federal agencies should 
work with industry actors and civil society to develop shared datasets that 
can be an important resource for training new AI models.  

Enhance Access to Data 
Policymakers should ensure that consumers and businesses alike can 
access data and put it to productive use. Access to data concerns the 
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availability of data sources to the public, whether it be government data or 
data collected by private actors. Policymakers should enhance access to 
data by supporting data portability policies, increasing open government 
data, and providing access to confidential government data (with 
appropriate safeguards).  

Recommendation: Create More Sector-Specific Data Portability Policies 
U.S. policymakers should create more sector-specific data portability 
policies at the national level, building off existing sectoral data protection 
laws that include data portability provisions. Data portability requires data 
controllers to make user data available in a standardized, machine-
readable format.44 Data controllers must also make user data available to 
consumers without any technical or legal restrictions on its use. One way to 
enable data portability is with open application programming interfaces 
(APIs). Open APIs allow third parties to access data on behalf of users from 
computer systems in a machine-readable format.45 When practical, 
regulators should require the use of open APIs to implement data 
portability requirements. 

Some sectors already have data portability requirements. For example, in 
the health care sector, the Health Information Technology for Economic 
and Clinical Health (HITECH) Act gives consumers the right to request their 
personal health information in a machine-readable electronic format and 
send that information to a designated third party.46 Likewise, in the 
financial services sector, the Dodd-Frank Act requires that financial 
institutions provide consumers access to their financial records in a usable 
electronic form, although the Consumer Financial Protection Bureau (CFPB) 
still needs to do more rulemaking on the implementation of this 
requirement.47 Policymakers should expand data portability in other 
sectors, such as the energy sector. For example, consumers should be able 
to access their utility data collected by smart meters in their homes to 
manage their energy consumption more effectively and thus save money.  

Recommendation: Support Open Data at State and Local Levels 
“Open data” refers to data made freely available for use without 
restrictions and plays a critical role in government transparency.48 Open 
data benefits many actors, including businesses, civil society organizations, 
academics, and journalists. While federal agencies have made government 
data freely available and accessible by default, state and local 
governments should also continue developing and implementing open data 
policies.49 Only 42 states have open data portals, and just 48 cities or 
counties across the United States publish open data.50 The remaining 
states should develop open data policies and portals to make more data 
publicly available by default. Congress should create grant programs to 
help more cities launch open data initiatives.  
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Recommendation: Provide Access to Confidential Government Data With 
Appropriate Safeguards 
Although confidential government information should not be made publicly 
available, secure access to certain sensitive data should be made available 
to researchers. Only looking at aggregate data can hide important nuances 
between groups. As a result, policymakers should allow greater sharing of 
confidential government data with appropriate safeguards and expand 
existing examples of trusted data sharing to other federal agencies. For 
example, the Census allows the sharing of confidential microdata for use in 
social sciences research.51 At present, researchers can access the data 
through secure Federal Statistical Research Data Centers. Under the 2018 
Foundations for Evidence-based Policymaking Act, all federal statistical 
agencies must make their restricted data available after a standard 
application process.52 Congress should monitor the implementation of the 
standard application process and ensure all covered agencies meet this 
requirement in a timely manner.53  

Similarly, under the 2022 CHIPS and Science Act, the National Science 
Foundation must create a National Secure Data Service (NSDS) 
demonstration project to streamline data sharing across the federal 
government while retaining strong privacy and confidentiality practices.54 
Depending on the results of the demonstration’s probationary period, 
policymakers should continue funding an NSDS to reduce the burden of 
data sharing while still protecting privacy. An NSDS operates under the 
Confidential Information Protection and Statistical Efficiency Act (CIPSEA) 
of 2018 and the Privacy Act of 1974.55 Allowing this type of formalized 
data sharing to continue means data that cannot be made public for 
privacy reasons can still be available to researchers under certain 
conditions.  

Improve Data Quality 
Improving data quality—that is, ensuring data is fit for use, including 
accuracy, timeliness, precision, and representation—is important for 
closing the data divide and ensuring that all communities are included in 
important datasets. Some communities are left out from critical datasets, 
or the quality of collected data makes it less useful. In both instances, data 
quality inhibits certain individuals and groups from receiving the benefits of 
data and thus exacerbates the data divide.  

Recommendation: Promote Data Interoperability Across Federal, State, 
and Local Governments 
Government statistics are often improperly formatted, incomplete, or 
inconsistent.56 Policymakers should fix unnecessary variations in 
methodology and terminology across both the federal government and 
state and local governments that receive federal funding. For example, 
federal agencies use 23 variations to describe instances of sexual assault, 
with the differentiation often serving no substantial purpose.57 These types 
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of terminology inconsistencies can also affect education data and obstruct 
effective decision-making by families and educators. States receive federal 
funding to build statewide longitudinal data systems that standardize 
education data within a state, but policymakers should require that these 
individual state systems also operate with the same lexicon and formatting 
to allow for cross-state interoperability and analysis. Policymakers should 
apply this type of standardization to other industries, such as labor and 
manufacturing, to create better data coverage for areas of national 
concern. Federal, state, and local governments should also pursue 
partnerships to promote data standards and data interoperability around 
common interests, including in such areas as transportation, education, 
the environment, and criminal justice. 

Recommendation: Strengthen Public-Private Data Standardization 
Practices 
Policymakers should also work to strengthen data standardization 
practices both between agencies and within the private sector. To do this, 
OSTP should convene a working group with key industry stakeholders to 
create a series of standards for critical sectors that both public and private 
organizations can use to make data more interoperable and useful. For 
example, the Digital Accountability and Transparency (DATA) Act of 2014 
creates standards concerning the reporting of expenditures for government 
agencies so that agencies disclose spending in a streamlined manner.58 
OSTP should create a public-private working group to create consistent 
definitions and standard naming conventions for various topics in order to 
facilitate more communication between data systems and greater data 
sharing overall.  

Recommendation: Pass Demographic-Specific Data Protection Measures 
Many groups remain persistently underrepresented in data due to 
insufficient sampling or the exclusion of certain details about a 
population.59 Policymakers should pass demographic-specific protections 
to formalize the representation of certain groups in data to fill historical 
data gaps. Representation in datasets impacts how well a service functions 
for or impacts a given community.  

Some policymakers have begun introducing this type of legislation. For 
example, the LGBTQI+ Data Inclusion Act (H.R. 4176) passed the House of 
Representatives in July 2022 to ameliorate deficiencies in federal surveys 
relating to the collection of sexual orientation and gender identity 
information.60 Likewise, the Equitable Data Working Group 
recommendations directed executive agencies to develop the Federal 
Evidence Agenda on LGBTQI+ Equity.61 Higher-quality data for this group 
will help monitor population trends and identify community needs, such as 
LGBTQ-specific health care services. Likewise, bills introduced such as the 
Equitable Data Collection and Disclosure on COVID-19 Act of 2021 (H.R. 
1370) sought to expand the collection of demographic information during 
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the pandemic in order to reduce disparities in health outcomes.62 Congress 
should pass this type of legislation to ensure better representation in data.  

Recommendation: Use Synthetic Data to Fill Critical Data Gaps 
Investing in the use of synthetic data for sensitive datasets could help 
agencies fill critical data gaps, while protecting individual’s privacy. 
Synthetic data refers to artificially created data that reflects real-world 
information.63 This data has the same statistical properties as its real-world 
foil without containing any of the real information, meaning it can still be 
disaggregated or combined like a standard dataset while preserving 
privacy.64 The Census Bureau already offers multiple products that use 
synthetic data, such as the OnTheMap application that maps where 
workers in the United States live.65 The private sector also uses synthetic 
data when handling sensitive information. For example, privacy laws inhibit 
software companies from accessing patient data, so organizations building 
tools for electronic health record systems use stand-in data to test their 
products, and often face unforeseen difficulties when deploying it with 
actual patient data.66 Synthetic data eliminates those difficulties as a high-
quality stand in with the same statistical properties as the original data. 
Government chief technology and statistical officers should invest in 
synthetic data for the development of new products and services. 

Recommendation: Routinely Maintain Government Datasets 
Federal agencies should provide routine maintenance to datasets to 
increase the quality and usefulness of data. Just as the government treats 
the maintenance of infrastructure as an ongoing process that requires 
routine upkeep to ensure quality and safety, agency data collectors should 
continually monitor datasets to ensure they are updated, cleaned, and 
secured.67 Moreover, agencies should maintain a list of known limitations 
and errors in datasets to clarify data quality and assist researchers seeking 
to use public data. Disclosing limitations of datasets will help those who 
use them understand who is not represented in the data, as well as how to 
improve them over time. 

CONCLUSION 
Placing too much emphasis on only one solution area at a time will lead to 
an imbalance. Increasing the amount of data collected without improving 
data quality will create needless surveillance, and enhancing access to 
data on its own will be fruitless without better, more representative data. 
Moreover, closing the data divide will not be possible without rethinking 
and reframing privacy altogether. As explained, policymakers have largely 
found a successful approach to closing the digital divide, but have lacked a 
concerted, cohesive approach to closing the data divide. It’s time to take 
the lessons learned from the digital divide and apply them to the data 
economy and ensure that no individuals and communities are left behind.   
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APPENDIX 

Increase Digital Connectivity 
Digital connectivity programs aim to maximize the number of households in 
the United States that can use broadband services. Connectivity policies 
account for the majority of funding aimed at closing the digital divide, with 
more than $43.6 billion available for programs with connectivity as their 
exclusive purpose.68 

Digital connectivity programs focus on broadband infrastructure planning 
and deployment, the speed of services, and the affordability of such 
services. Planning programs assess the feasibility of broadband 
deployment projects and preliminary engineering work.69 Funding for 
deployment focuses on the construction of infrastructure and ongoing 
operations, which can include everything from network management to 
customer service and administration.70 

Forty-two programs with broadband as their main purpose or one of their 
core purposes fall under the connectivity umbrella, including 11 ongoing 
programs and 5 created by recent legislation with broadband as their main 
purpose.71 The FCC and the U.S. Department of Agriculture (USDA), among 
other agencies, run ongoing programs. For newly created programs, NTIA, 
the FCC, and numerous smaller agencies will be responsible for 
implementation. Connectivity programs can be nationwide or region-
specific, or have eligible recipients be members of specific demographic 
groups, such as Native Americans or Native Hawaiians. 

Notable ongoing connectivity programs include the FCC’s High Cost 
Program and USDA’s ReConnect Program. The High Cost program aims to 
subsidize telecommunications carriers for the cost of constructing, 
operating, and maintaining infrastructure in hard-to-reach areas and 
received $28.3 billion in funding between FY 2015 and FY 2020.72 The 
ReConnect Program focuses on smaller entities with a similar goal of 
constructing and operating broadband facilities for rural areas and 
received $1.4 billion over the same period.73 Newer programs have vastly 
increased the funding available for connectivity projects, with the 
Broadband Equity, Access, and Deployment Program directed by the NTIA 
receiving $42.45 billion to support projects concerning planning, 
deployment, mapping, and adoption of broadband nationwide.74 Likewise, 
the Tribal Broadband Connectivity Program received $1 billion from the 
Consolidated Appropriations Act of 2021 and $2 billion from the IIJA in 
order to expand the adoption and deployment of broadband on tribal lands, 
among other endeavors.75  

Improve Digital Literacy 
Digital literacy refers to the skills and ability to use information and 
communication technologies to find, evaluate, and communicate 
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information.76 In the years since the National Broadband Plan, 
policymakers and other experts have come to recognize the importance of 
digital literacy in closing the digital divide. Although the 2010 plan outlines 
the importance of digital literacy skills in adopting broadband, gaps in 
digital literacy still remain, especially among certain age and income 
brackets.77  

Five of the new programs created by recent legislation with broadband as 
their main purpose specifically target digital skills. For example, the Digital 
Equity Act provides $2.75 billion to three grant programs to support the 
planning and implementation of digital equity plans to include more 
communities and spur greater adoption of broadband.78 The act reveals 
that some communities will be left behind, barring action toward closing 
the digital literacy and skills gap. NTIA, the Department of Education, and 
smaller groups, such as the Institute of Museum and Library Services, 
govern most digital literacy programs. 

Expand Access to Digital Devices 
In order to use broadband services, Americans need access to Internet-
connected devices that can create, generate, and send information. Such 
devices include smartphones, tablets, and personal computers. A number 
of federal programs have sought to increase ownership of digital devices in 
underserved communities. This endeavor has become especially important 
in the wake of the COVID-19 pandemic that requires many students and 
professionals to complete their daily activities remotely. And yet, digital 
device use among adults in differing income brackets still exists. According 
to Pew Research Center, 24 percent of adults with annual incomes of less 
than $30,000 report not owning a smartphone, and 41 percent lack a 
desktop or laptop computer.79 In contrast, 97 percent of adults earning 
more than $100,000 annually own a smartphone, and 92 percent own a 
desktop or laptop computer. 

The influx of new funding for broadband programs emphasizes digital 
devices. Of programs with broadband as their main purpose, nine fall 
under the category of devices. For programs with broadband as one 
possible purpose, 25 relate to devices. Many connectivity programs include 
the need for digital devices, such as NTIA’s Tribal Broadband Connectivity 
Program. Programs run by the FCC, such as the COVID-19 Telehealth 
Program, Affordable Connectivity Program, Emergency Connectivity Fund, 
and Connected Care Pilot, all focus on affordability and devices in order to 
ensure individuals and communities can access essential health care 
services via broadband.  
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